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PART BPART A

University of Adelaide Data Breach Response Plan - Flowchart
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Note:
* the Data Breach Response Group will be convened unless the Chief Information Officer determines that there is no likelihood that a data breach is an eligible data breach for the purposes of the Privacy Act 1988 (Cth) and 
no likelihood that a personal data breach is a notifiable breach under the General Data Protection Regulation.
** this action needs to include documenting any personal data breach under the GDRP as required by Article 33(5)
For further information about the steps in this Flowchart go to the relevant Phase in the Data Breach Response Plan
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University of Adelaide Data Breach Response Plan – Phase 4 
Notification Flowchart

PART B

PHASE 4 - NOTIFICATION 

PHASE 5 - REVIEW

Data Breach Response Group 
has assessed the incident to be 

a notifiable personal data 
breach under GDPR

Data Breach Response 
Group to determine if  
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and, where required, provide 
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Note:
** this action needs to include documenting any personal data breach under the GDRP as required by Article 33(5)
For further information about the steps in this Flowchart go to the relevant Phase in the Data Breach Response Plan
***depending on the notification option selected, if applicable have regard to the remedial undertaken for particular affected individuals
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